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PREFACE

In October 1979, Public Systems Evaluation, Inc. (PSE) was awarded a grant
by the Office of Program Evaluation, the National Institute of Justice (NIJ),
U.5. Department of Justice, to evaluare the Commercial Security Field Test
(CSFT) Program. The pPurpose of the CSFT Frogram was to test the effectiveness
of security Surveys as 3 Strategy for reducing the incidence of comumercial crime
~= including burglary, robbery, and larceny (i.e., shoplifting and employee
theft) -- ip smal) commercial establishments,

The CSFT Program was carried out in three cities: Denver (CO), Long Beach
(CA), and St. Louis (MO). The three sites were selected by NIJ's Program
Coordinating Team (PCT) -- composed of reépresentatives from NIJ"s Office or

Development, Testing, and Dissemination, Of £4

ice of Program Evaluation, and
Office of Research Programs, as well as frog the Law Enforcement Asslstance

Administration”s Office of Community Anti-Cripge Programs. A contractor -- the
University of Research Corporation (URC) -- assisted the PCT in the selection
Process, which concluded In April of 1980 with the awarding of grants to the
Denver Anti-Cripe Council, the Long Beach Police Department, and the St. Louis
Commission on Crime and Law Enforcement,

As the evaluators, we at PSE were able to monitor the entire CSFT Program.
While overall direction and analytical support were provided by PSE”s Cambridge
office, the Program”s process was carefully monitorad by our on-site perscnnel.
Further, related technical assistance -- especially in the area of dats collec~
tion -~ was alsq Provided to the site Erantees during the course of the Program.
In addition to Conducting an in-depth evaluation of the CSFT Program, we have
tried to consider the implications of our findings, especlally from a national,
Policy-relevant berspective. Ip Sum, we have undertaken 3 systemic evaluation,
which is at once an audit, formative, and summative evaluation, as well as a

PToSpective study addressing suych 1ssues as transferability and
generalizabilicy.

Our evaluation findings are documented in two reports. The extensive Final
B_ggm contains the technical details; copies of the report cam be obtained from
elther the NIJ National Criminal Justice Reference Service or PSE. This

Executive Summar contains a uou—technically-oriented sunmary of the Fjimpal
—X€Ctutive Suymmary

Report, written especially for the criminal justice pPractitioner.




ABSTRACT

Given the millicns of dollars speut anvually in the conduct of security sur-
veys and 1o the subsequent compliance with survey recommendations, 1C 15
reasonable to ask: Is the crime pPrevention approach of security surveys effec—
tive against commercial crimes? For several reasons, previous studies or
evaluations of security survey programs have been unable to provide an answer to
this very important question. The National Insticute of Justice {NIJ)-funded
Commercial Security Field Test (CSFT) Program was specifically developed to ad-
dress the above stated questioas, especially in regard to the commercial crime
of burglary.

The CSFT Program was carried out in three cities -- Denver {CO0), Long Beach
(CA), and Sc. Louis (MO) -- and included conducting security surveys of 430 com-
mercial establishments located im 10 commercial areas throughout the three
cities. Some five follow-up visits were made to each surveyed establishment to
both enhance and check on tbe degree to which the resultant survey recommenda-
tions had been complied with; the final overall compliance level -~ defined as
the percent of total recoumended changes that were complied with -— was 59.1
percent, which is almost twice the level experienced by other similar security
survey efforts where no follow~up visits were made. After the final compliance
check, the security survey staff in the three cicies were asked to undertake for
each surveyed establishment (i) 2 review of what survey recommendations had been
made; (i1) a review of which recommendations had been complied with; and (iii) a
subjective judgement on whecher or not the complied recommendations ~- in rela-
tioa to all the recommendations -“were suhstantial enough to reduce the
establishment”s risk-to-burglary, thus designating the estahlishment as being
either “"treated" or "untreated". Out of the 430 surveyed establishments, 194
were considered treated while 236 were considered untreated. (A subsequent
analysis revealed that the treated establishments had an overall compliance
level of 77.3 percent, as compared to a 42.4 percent figure for the untreated
estahlishments.) The nearly even split and comparability between the treated
and untreated establishwents -- even within a commerclal test area =-- provided
the hasis for implemencing a split-area research design. In applying this
design to the resultamt burglary statistics, 1t can be concluded that security
surveys (with compliance) accounted for a significant 64.8 percent reduction in
burglary in Denver; ne such impact was observed in either Long Beach or St.
Louis.

In sum, in response to the above stated question, the answer 1s yes; the use
of security surveys can be effective against commercial crimes, but only if the
treatwent is adequate -- that is, the survey recommendations are (1) systemati-
cally ideantified and (ii) complied with. Interestingly, this important finding
Suggests that the traditional manner of conducting security surveys ~-~ in which
Deither the systematic identification of the survey recommendations nor their
compliance is emphasized -- is totally inadequate. The importance of these two
factors cannot be over-stated. Finally, in addition to summarizing other criti-
t2l evaluation findings, this Executive Summarvy discusses two xev
Tecommendations.

- 1ii -
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reducing the 1dentified opportunities. Security surveys are usually conducted
following the occurrence of a crime (in most instances, a burglary) or by ve-
quest of the owner or manager of the business.

Giver the millions of dollars spent annually in the conduct of security sur-
veys and 1o the subsequent compliance with survey recommendations, it is
reasopable to ask: Is the crime prevention approach of security surveys effec-
tive against commerclal crimes? In reviewing the literature, we found that
although several studies focus on the general aspects of security surveys and
commercial crimes [Small Business Administraticn, 1969; Kingsbury, 1973; White
et al., 1973; International Traicing, Research, and Evaluationm Coumcil, 1977;
Gunum et al., 1978; Bickman and Rosenbaum, 19807, only a handful {Touche Ross and
Company, 1976; Minnesota Governor s Commission cn Crime Prevention and Control,
1976 Lavrakas et al., 1978; Eversen, 1979; Pearson, 1980] deal with the resuilts
of an actual implemented security survey program: these are summarized iz
Exhibic 1.

Several concluslons can be drawn from Exhibit 1 concerning prior security
survey programs. First, the programs were all parts of larger, more complex,
crime prevention efforts so that the resultant impacts could not have been at-
tributed solely to the intervention of security surveys. Secoad, data regarding
compliance with survey recommendations were conspicuously lackimg; wharever
evidence was presented, suggested a low level of compliance -- thus, bringing
ioto question whether the conduct of security surveys resulted im az actual
"treatment' of the surveyed establishments. Third, the programs’ research
designs or selection schemes usually called for (i) a dispersed (i.e., city-,
county-, or state-wide) focus for the conduct of security surveys, and (ii) a
poorly controlled before and after (i.e., pretreatment and posttreatment)
analysis of the crime impact measures. Fourth, the reported crime impacts were
almost exclusively about burglary, largely because data on larceny were unavail-
able and data on robbery involved too few incidents. (It should be noted that
Exhibit 1 does not include the Seattle Burglary Reduction Project. Simce no
evaluation report had been issued coucerning the project (which had been con-
cluded in December 1979), we made a site visit to Seattle in 1981; it was
determined that because of inadequate data collecrion procedures, no valid con-
clusions could be forthcoming. ]

_ Given the above described problems of program complexity, low compliance,
inadequate research design, and inadequate crime data, it is not surprising that
the prior evaluations of security survey programs resulted in findings that are
Statistically imconclusive. The Commercial Security Field Test (CSFT) [National
Institute of Justice (NIJ), 1979] sought to overcome these problems.

Z. The Cou_:mercial Security Field Test (CSFT) Was Directed At Assessing The
Effectiveness of Security Survevs Against Commercial Burglary

In particular, the program complexity problem was to be mitigated by the
“Omewhat singular, security survey-oriented focus of the CSFT; the low com-
Pllance problem was explicitly dealt with by the CSFT which called for the
;ar??lng out of compliance-enhancing activities; and the inadequate research
€183 problem was likewise addressed by the CSFT s strong emphasis on
*valuation. However, the inmadequate crime data problem pervading previaus
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A. BACRGROUND

This Executive Summary is comprised of three sections. Some pertinoent
issues are addressed in this background section; the critical evaluation fin-
dings —-- and related implications -- are detailed im Sectionm B; amd two

important recommendations are presented in Sectiom C.

1. Crimes Against Commercial Estsblishments Are Widespread and Economically
Debilitating

While the ecomomic weli~being of a business is primarily affected by market
conditions, it Is also affected by crime. 1In 1975, the U.S. Department of
Commerce [1975) estimated that crime cost the business community $9.3 billion.
Small commercial establishments are especially adversely affected by erime; for
some small businesses, the cost of crime could mean the difference between sur-—
vival and failure [Small Business Administration, 1969; U.S. Congress, 1977].
Typically, small businesses operate on a thin profit margin, leaving no room for
losses due to crime,.

Of all the commercial crime, it is conjectured that larceny -- including
shoplifting and employee theft -- causes the greatest dollar ioss to businesses
(American Management Association, 1977; Chelimsky, 1979). Although no data are
availahle, it is generally agreed that larceny is the overwhelming reason for
ioveatory shrinkage, which is becoming a severe problem for most busimesses.
During 1982, some 0.BO million cases of shoplifting and 1.02 milliom larcenies
from buildings were reported to the Federal Bureay of Investigation {(FBI)[1983],

However, as demcustrated hy the National Crime Pamel Surveys [1977], it should
be noted that larceny is an extremely underreported crime. After iarceny,
burglary -- the unlawful entry of a structure to commit a felony or theft -- is

the most costly commercial crime. Some 1.06 million commercial burglaries were
reported to the FBI [1983] in 1982; as in the case of larceny and because of un-
derreporting, this figure should be considered anm underestimate of tbe actual
ngmber of commercial burglaries in 19B2. Although less frequent and costly than
either larceny or burglary, robbery -~ the unlawful threat or use of force to
commit a felony or theft -- is actually a more sericus crime since it could lead
to a violent confrontation between victim and offender. Some 0.17 million com-
mercial robberies were reported in 1982 (FBI, 1983]; again, this figure should
be considered an underestimate. In sum, while larceny, hurglary and robhery are
the most costly and widespread of all the commercial crimes, there are, of
course, other commercial crimes, including arson and vandalism.

Ina_sm“‘:b as many of the offenses committed against commercial establishments
dre crimes of opportunity (i.e., largely unplanned acts committed by amateurs in
$1tuations where merchandise, money, or equipment are readily accessible and the
Tisk of detection is relatively low), the law enforcement focus has been
Primarily in the area of crime prevention or opportunity reduction. In par-
t1cularl, Beariy every law enforcement agency 1n the country is coeducting crime
preventmr} Or security surveys, which typically involves first the inspection of
¢ commercial premise from a crime opportunity perspective and then the recommen-
dation of physical, procedural and/or behavioral changes that are directed at
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therefore, confounded the evaluation findings. Instead, the grantees were ad-
vised to cooperate with the business people oaly to the exteot of facilitating
the conduct of the security surveys and enhancing compliance with survey
recommendations. Third, palrwise-matching commercial areas on the basis of mul-
tiple criteria (i.e., crime rates, social demographics, traffic patterns, poiice
community relations, etc.) -~ 3s originally envisioned in the Test Design --

cculd not be accomplished. In fact, it was not possible to even find omne
matched pair among the ten pairs proposed by the grantees.

In response to the latter design difficulty, we, as evaluators, were able to
develop and implement an alternative ("split-area”) research design im which the
surveved (i.e., experimental) areas were split Into two groups according to
whether the CSFT crime preventioa staff categorized them as "treated" or
"untreated". Identifying an establishment as treated meant that it was judged
to be less prone to burglary victimization as a result of compliance with the
survey recommendations. This conceptual split was undertaken toward the end of
the one-year test period by the same police officers and CSFT staff who were
initially involved in the conduct of the security surveys; they categorized each
surveyed establishment by reviewing from a risk-to-burglary perspective the es-
tablishment’s compliance with the survey recommendatioms. It should be noted
that while it would have been preferable to have had a team of crime prevention
specialists categorize the surveyed establishments independently, the retrospec-
tive application of the split-area design, together with the limited project
resources, precluded such an approach. Overall, 194 of the surveved estab-
lishments were coosidered treated, while 236 were considered untreated.
Actually, as expected, compliance -~ as defined by the percent of recommended
changes cowplied with -- was 3 determ#®ing factor in whether an establishment
was considered treated; the treated establishments had an average compliance
level of 77.3 percent, as opposed to a 42.4 percent figure for the untreated es-
tablishments. Further, the sets of treated and untreated establishments were
determined to be equivalent in terms of the types of businesses contained in
each. In evaluation terms, this would have constituted an experimental design.
However, because it was implemented retrospectively, the split-area research
design can be considered to be a quasi-experimental design for the purpose of
this study. In sum, the above indicated modifications to the original Test
Pesign reflected the CSFT”s emphasis on evaluation.

3. A Purposeful And Systematic Evaluation Approach Was Emploved To Assess The
CSFT

It is widely recognized that a major reason for the failure of program
evaluations is inadequacy of the evaluation designs. One of the prevalent fac-
tors contributing to this inadequacy is that the design does not occur im
conjunction with the development of the program itself. As stated in the
Preface, we were fortunate in the case of the CSFT Program to have been able to
Specify the evaluation desiga in parallel with the final development of the
Program”s initial Test Desigo [NIJ, 1979] -- prior to Program implementation.
Our atteadance at the ma jor Program planning sessions, as well as at NIJ7s
Program Coordinating Team (PCT) meetings, was critical im two respects. On the
Ofe hand, the planning effort benefitted from our presence since all planning
decisions were continuously assessed relative to their potential lmpact on the
®valuation effort; as discussed earlier, several Program components were
modified because they threatened to invalidate the anticipatad evaluation



findings. On the other hand, the fact that the PCT s decision-making prccess in
regard to the Program’s rationale, objectives, and components was fully exposed
to us resulted 1in the development of a sound, systemic evaluation design,
characterized by pertinent test hypotheses, a quasi-experimental selection
scheme, an appropriate measures framework, relevant measurement methods, and
valld amalytic techniques. As identifjed by Tien [1979], a systemic evaluation
views 3 program from a Systems perspective anod includes :inppur, process, outcome,
and systemic measures and lssues, including those of transferability and
generalizability. Alternatively, a systemic evaluation 1s at once anm audit,
formative and summative evaluation.

The evaluatiocon design for this CSFT effort was based on an explicit applica-
tion of the 'dynamic roll-back" approach advanced by Tien [1979]. The "roll-
back™ aspect of the approach is reflected io the ordered sequelce of
interrogatories or steps that oust be considered before an evaluat ion design can
be developed: the sequence ralls back in time from (i) a projected look at the
raoge of program characteristics (i.e., from its rarionale through 1ts operation
and aonticipated findiogs}; to (ii) a pProspective consideration of the threats
(i.e., problems and pitfalls) to the validity of the final evaluation; and to
(iii) a more immediate ideatification of the evaluation design elements. Thus,
the anticipated program characteristics identify the possible threats to
validity, which In turn pecint to the design elements that are necessary to
witigate, if not to eliminate, these threats., The "dypamic" aspect of the ap-
proach refers to its nonstationary character; that is, the components of the
process mist be constantly updated, throughout the entire development and im-~
Plementation phases of the evaluation design. In this manner, the design
elements can be adaptively refined, if’becessary, to account for any new threats
to validity which may be caused by previously unidentified program
characteristics. In sum, the dynamic roll-hack approach is an adasptive process
for developing purposeful apd systematic evaluation designs.

It was the application cf this dynamic roll-back approach that prompted us
t0 recommend larger test areas; to advise against establishing a closer coopera-—
fion between the police and the busimess people beyond facilitating the conduct
of security surveys and enhancing compliance with survey recommendations; and to
develop an alternative split-area research design. Additiomally, we undertook
*everal activities that contributed to the validity of our evaluation findings.
First, we were particularly careful about monitoring compliance with survey
Tecommendations, since with low cowpliance, it would have been questionable
whether there was indeed a sufficient Program treatment.

Second, we undertook extensive on-site monitoring; in addition to periodic
Site visits from our Cambridge, Massachusetts office, we had an on-site person
‘0 Long Beach and in St. Louis during the entire period of evaluation. [Because
of staff turnover, our on-site presence in Denver was not coutinuous.] Further,
"¢ developed and administered several data collection instruments and
‘uesticnnaires; all of this contributed to a multi-measurement approach to data
“0llection and analysis. Cooclusions based on a range of measurements are
‘lkely to be more reliable because they go bevond the limits of any cne measure,;
they help to prevent wrong conclusicns which arise from misleading -- single-
*Ourced -- datga.

Third, perhaps one of the major coutributions of this evaluation effort has
*fen the highlighting of the importance of risk as a measure withio the context
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of crime prevention. Although the concept of risk is not new, the development

and application of a risk model -- as developed in Appendix [ and discussed
in Section C -- is ground-breaking. While the modeling process explicitly con-
tributed to thris evaluation {i.e., in defining "treated" and "untreared"

astablishments), we feel thart the model could provide a much needed framework
for arriving at systematic survey recommendatiocns.

Fourth, although the split-area research design provided a perfect control
for neighborhood and other environmental factors (because of the co-location of
both treated and untreated establishments in a test area), the retrospective im-
plementation of the design raised a potentially severe regression artifact
problem, as recognized by Campbell and Erlebacher [1975]. More specifically,
because the selection of treated and untreated establishments did not take into
account the key measure of criwe, the two groups of establishments would most
likely mot be equivalent in terms of this imeasure; &s a result, a selection-
regression artifact interaction could occur and threaten the validity of the
observed impact om crime. Fortunately, we were able to develop a stacistically-
based wodel which was able to correct for this threat; further, the model was

able to correct for another problem -- the selection-lntervention interactign
threat to validity -- that is typically also a consequence of a retrospectively
configured research design. In sum, while the difficulties associated with a

retrospectively implemented design would usually preclude it from being an ef-
fective design, we feel that, in this case, since we have comparability among
the test units as well as a statistical model that corrects for the two most
significant statistically-related difficulties, it is justified to say that we
have an effective design that would vield valid findings coocerning the impact
of security surveys on crime. The statistical model for the split-area design
1s developed in Appendix II.
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AP Tl

B, FINDINGS

The CSFT Program shed light on three critical subject matters: the lmpact
of security surveys on commercial burglary, the impact of security surveys on
fear, and the impact of business/police relations on the conduct of security
surveys and the compliance with survey recommendat ions.

!. In Terms of Burglary Reduction, Security Surveys (With Compliance) Accounted
For A Significant 64.8 Percent Reduction In Denver But Had No Measurable
Impact In Long Beach and St. Lours

A common —- hut not scientifically sound -- approach to considering the im-
pact of a treatment is to compare the before (i.e., pretreatment) values or
statlstics of each impact measure with its after (i.e., posttreatment’
statistics. In Exhibit 2, we provide the burglary rate (i.e., number of

burglaries per establishment per vear) statistics in terms of "treated” and
"untreated" establishments, which, as indicated earlier, were categorized from a
risk-to-burglary perspective that was based on which survey recommendations had
been complied with. In reviewing Exhibit 2, we mote that although there are
some impressive changes in burglary rate on a pretreatment-posttreatment basis,
the changes are not statistically significant, as per a one-sided z-test of the
difference between two sample means at a 0.05 level of significance. The reason
for this apparent contradiction is, of course, the dispersed mature of the dis-
tribution of the burglary rate (as refffected in the relatively large standard
deviation figures); in fact, if one were to compute the coefficient of variation
(i.e., ratio of standard deviation to the -- average —-- rate) for each set of
rate and standard deviation entries in Exhibit 2, one would find quite large
coefficient of variation values ranging between 2.37 and 4.13.

Careful scrutiny of Exhibit 2 reveals two interesting tremds: the treated
establishments experienced a decrease in burglary (except in the case of St.
Louis), while at the same time the untreated establishments experienced an
‘icrease. Again, although encouraging, these trends are not credible since they
ire based on a non-experimental or weak pretreatment-posttreatment research
design that cannot control for a number of eavirommental factors that might have
changed from the pretreatment period to the posttreatment period. In par-
ticular, it is important not only to consider the burglary statistics of the
treated and untreated establishments separately, on a pretreatment-posttreatment
basis, but also to compare both sets of statistics im a single statistical test,
is 1s done in our split-area anpnalysis. In this\hanner, any environmental
changes -- except for the treatment (i.e., security surveys with compliance) --
affgcting the treated establishments waould be controlled for by considering
their affect on the untreated establishments (which are located in the same
#Teas as the treated establishments).

Exhibit 3 contains the results of applving the split-area model developed in
Apvendix IT to the hurglary statistics in Exhibit 2. Overall, the net impact of
Security surveys (with a high level of compliance) was determined to be an 11.9
Jtrcent decrease in burglary rate. While not statiscically significant, this
TeSuit is still quite impressive and somewhat credible {im that it is hased on a
iYasi-experimental split-area design that, although retrospectively implemented,
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Commerc¢ial Burglarv Statistics:

Exhibit 3
Split-Area Design Analysis

21l-Month

1Z2-Mooth Evaluation Periods Evaluationo
: Periods 1in
{i sratistic Denver Long Beach St. Louis Total Denver
"
: X.. 0.219 0.200 0.233 0.219 0.163
i.t 0.257 0.323 0.210 0.263 0.171
i.u 0.184 0.079 0.247 0.182 0.156
?.t 0.114 0.226 0.290 0.206 0,106
?.u 0.237 0.095 0.278 0.216 0.218
<, 0.173 0.124 0.381 0.157 0.322
<y 0.382 -0.088 0.173 0.248 0.800
?ft 0.108 0.211 0.299 0.199 0.103
—%
. 0.250 0.085 &0.276 0.225 0.224
b -0.142 0.126 0.023 -0.026 -0.121
S(Yit) 0.346 0.510 0.621 0.512 0.230
*
S(Yiu) 0.658 0.389 0.790 0.666 0.528
T 70 62 62 194 70
U 76 63 97 236 76
-'_‘—-—-._
~Statistict| ~1.65 1.55 0.20 ~0.46 -1.82
-‘_'h‘—-——._
: Net impact
2! Lt Percent
b
(T z 1002)| -64.82 +63.02 +9.92 -11.92 ~74.2%

!

FAC a 0.05 level of significance, the z-statistic must be less than -1.64
“OT the change to be statistically significant.
the reductions in Denver’s commercial burglary as listed above are
Statistically significanc.

Using this criterion, omnly

1o
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can control for any envirommental changes). Of critical interest are the Denver
results. OCno a l2-mouth basis, the net impact of the CSFT Program in Denver was
. statistically significant 64.8 percent reducticn im burglary rate, while on an
extended 2l-month basis, the corresponding figure was an even moIe signlf icant
74.2 percent reduction. {Inasmuch as Denmver maintained ifs crime statl1stics OO
2 readily accessible computer, we decided 1n the interest of research to cbtain
additional data from Denver; we were able to obtain an additicmal 9 months of
sosttreatment data, resulting in an extended posttreatment evaluation period of
4/1/81 ~ 12/31/82, and, similarly, additional pretreatment data was cbtained,
resulting in an extended pretreatment evaluation period of 1/1/79 - 9/30/80.]
In sum, these statistically significant and credible results constitute SCrong

evidence of the effectiveness of commercial security Surveys —— given that sur-
vey recommendations are complied with -- as a strategy for reducing the
incidence of commercial burglary. Further, because the 21l-month results repre-

sent an improvement over tbe l2-month results, rhere is some evidence that the
effectiveness is lasting.

Several other comments should be made regarding Exhibit 3. First, gilven
Long Beach’s quite favorable results when employing the pretreatment-
posttreatment design (see Exhibit 2), it is surprising to see in Exhibit 3 that
the net CSFT impact under the split-area design was a 63.0 percent increase!
Actually, it should be noted that it was imapproprtiate to have applied the
split-area design to the Long Beach hurglary statistics; the reason is that the
correspond ing pretreatment burglary rates of the two groups {i.e., treated and
untreated) of establishments were very different, as indicated 1m Exhibit 2.
This significant difference, 1o turn, implied that the two groups cf estab-
iishments were not even closely cfGparable or equivalent with respect toO

burglary, so that no statistical model -- including the split-area model -—=
could have corrected for the difference. Im sum, the net impact statistic for
Long Beach im Exhibit 3 is not valid,. Second, as might have been expected

(given the results in Exhibit 2), the net impact of a 9.9 percent increase 1in
burglary rate for St. Louis is not surprising; however, interestingly enough,
this figure seems less dramatic than the comparable pretrear_ment—posttreatment
figures in Exhibit 2. Third, despite integrating the iavalid but large increase
for Long Beach and the slight increase for St. Louis, the net overall impact for
the three cities is still a significant —— though Bot statiscically significant
-— reduction in the burglary rate of 11.9 percent; this result highlights the
fact that the split-area model is not a simple additive model but a sophisti-
cated statistical model. Fourth, if Long Beach were (O be excluded from the
split-area analysis, then the overall findings in Exhibit 3 would be correspt~
ndingly and significantly improved.

In addition to the above cited statistical reasons for the different fin-
dings in the three cities, there are other reasons. Most importantly, through
our on-site momitoring and subsequent analysis of the survey recommendations,
the Denver staff arrived at their survey recommendat ions In a more systematic
@anner than their counterparts in Long Beach and 5t. Louis. For example, before
conducting a security survey of a husiness establishment, the Denver staff
reviewed the reports of any prior burglaries at that establishment; on the other
hand, prior burglary reports were not available in Long Beach at the time
security surveys were counducted, and only partially available in St. Loutis.
Additionally, in analyzing the survey recommendations, we noted that Denver had
a wide range of recommendations, while Long Beach had similar recommendatl1ons



cor each establishment, and St. Louis tended only to make inexpensive recommen-
dations that stood a better chance of being implemented. Consequently, the lack
of a svstematic approach 1n arriving at survey recommendatilons could cast doubt
.o whether adequate treatments had been implemented in Long Beach and St. Louis.
inother possible reason for the poor findings 1o St. Louis is the observalion
that the surveyed establishments were located in areas which were so depressed
that they could not be "turned around”; indeed, the burglary rate in each of St.
Louis  commercial test areas increased significantly durilng the period of
evaluation.

In sum, io response to the question of whether security surveys are effec-
tive against commercial burglary, the answer is yes; the use of secur 1ty surveys
can be effective agaimst commercial crimes, but only 1if the treatment 1s ade-
quate -- that 1is, the survey recommendations are (i) systematically identified
and (ii) complied with. Interestingly, this important finding suggests that the
traditional manuner of conducting security surveys =— in which peither the sys-
rematic identification of the survey recommendations mor their compliance 1s
emphasized -~ is totally inadequate. The importance of these two factors cannot
e over—stated. As discussed later in this report, the former factor can be
dealt with simply by recognizing that each survey recommendation should be
directed at decreasing an establishment’s risk to a particular crime; that is,
¢ should decrease either the crime’s likelihood (i.e., probability of it being
sttempted), and/or vulnerability (i.e., probability of it being successful,
given an attempt), and/or cost (i.e., amount of loss, given a successful
attempt). The latter factor likewise is critical, and by implication, it can be
stated that the wmillions of dollars spent annually im the coeduct of security
surveys are wasted if the proprietors_%_f the establishments choose mot to comply
with the survey recommendations. Certainly, the positive and significant fin-
dings of this CSFT evaluation effort should encourage proprietors to comply.

Finally, although the split-area design was able to control for the environ-
mental factors and the underlyipg model was able to correct for several
statistical threats to validity, ome threat or problem that remains bothersome
is the issue of crime displacement. Since the treated and untreated estab-
lishments in the split-area design are obviously physically close to each other,
there is maturally a potential for crime displacement. Further, as Reppetto
(1976] indicates, geographical displacement is only one possibility; there could
also be temporal, tactical, target and functional displacements of crime.
Perhaps the only way to ascertain crime displacement 1s to undertake an exten-
sive offender interview study, which remains a cpnstly and controversial method
of research. Another issue which we would have liked to have addressed -- if
the data were available -- was the impact of the CSFT on attempted burglary. In
particular, to what extent were security surveys -- and compliance with survey
recommendat ions -- a factnr in the hurglary being onmly am attempt?
Unfortunately, such detailed data were not availahle; even a couscientiocusly-
written ¢rime report seldom addresses why a burglary attempt was unsuccessful.
A third issue of interest is which, if any, of am establishment s characteris-
“ics are correlated with its crime or victimization rate. Although we looked at
several characteristics (e.g., type of business, years in business, etc.) for
which we had some reasonably reliable data {(from the Security Survey
I_nstrument). we found only that the type of business seemed to correlate with
Its crime rate; as might be expected, food and drink establishments were
burglarized most often, while professional businesses were victimized the least.



2. In Terms Of Fear Reduction, The Majerity of Business Proprietors Felt Less
Vulnerable to Burglary But Felt No Change In Regard to Personal Safety

An obvious corollary to the question of crime reduction is whether there was
a commensurate fear reduction. Being a highly subjective and emotional measure,
fear is difficult to gauge. Nevertheless, if it were defined to be fear of
being burglarized, then Exhibit 4(a) indicates a definite reduction ia the level
of such fear -~ some 61.8 percent of the surveyed proprietors stated that they
felt less vulnerable to burglary as a result of the CSFT Program. Oun the other
hand, 1f it were defined to be fear of personal safety, then Exhibit 4(b) i1adi-
cates no change in the level of such fear -— some 54.4 percent of the surveyed
proprietors stated that they felt no change to their personal safety as a result
of the CSFT Program.

The above stated results are not surprising given the burglary-orieated
tocus of the CSFT Program. Certainly, we would have hoped that the Program
would lower the proprietors” fear of being burglarized, while we would not have
expected any effect on their fear of personal safety (inasmuch as burglary is a
crime agalmst property, not person),

3. Io Terms of Business/Police Relatigns, Enhanced Relations Facilitated Survey
Conduct and Encouraged Compliance With Survey Recommendatious

Lowering the proprietors” fear of being burglarized was just one aspect of
improved relations between the business establishments and the police, as a
result of the CSFT Program. In fact, as indicated in Exhibit 5, 88.5 percent of
the proprietors felt that the Program®onstituted an effective means of respond-—
lng to the problem of commercial crimes against small business. Additionmally,
when asked whether the CSFT Program should continue and be funded locally, 77.1
percent of the proprietors responded in the affirmative.

The enhanced business/police relations was due, primariiy, to the
Proprietor-surveyor relationships established as a result of the follow-up com-
Pliance checks, aad, secondarily, to the area-specific crime prevention
newsletters which were circulated periodically to the surveyed establishments.
In Long Beach, these relatioms helped to establish a new business organization,
vhich in time got iavolved im activities other than crime prevention. Again, as
has been found in other studies, the long~term vitality of any organization
depends on its imvolvement in a range of issues, even though it may have been
‘nitiated by a singular issue like crime preventioa.

What did the enhanced busimess/police relatioms do for the CSFT Program? It
facilitated survey coaduct and emcouraged compliance with survey
fecommendations. Although it could possibly have done more (e.g., encouraged
Special police patrols), it was limited to these two aspects 1n order, as ex-
Piained earlier, not to confound the resultant evaluation findings. In regard
‘0 the first aspect, it should be noted that survey team memhers ia police
Utiform were more credible and readily acceptable to the business proprietors
“ban were those in civilian clothes, especially oun their first visit. Although
EhlS might suggest that the conduct of security surveys be solely a police
sunctiom, it should be noted that a private security firm could also conduct
*@curity surveys, provided it receives the hacking of the local business or-
S4nization (which in faet might formally recommend the firm ta its members).
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In regard to compllance with survey recommendations, several remarks should
be made. First, as detailed in Exhibit 6, the business establishments complied
much less with the recommended physical changes than with the recommended proce-
dural ehanges. As might be expected, recommendations involving physical
improvements —- and, therefore, expenditures of monmey and labor -- recelved less
attenticn than recommendations ionvolving procedural changes that typically were
cost free to implement. Overall, a significant 59.]1 percent compliance rate was
achieved by the CSFT Program.

Second, while several different compliance strategies {i.e., low interest
loans, hardware discounts, insurance discounts, etc.) were envisioned by each
city in August 1980, in reality the five follow-up visits became the strategy of
choice in all three cities; im fact, it would be safe to say that most of the
others were never seriously explored. For exawmple, the effectiveness of semil-
nars on crime prevention techniques and procedures was limited by their low
attendance. In order tc determine the impact of follow-up visits om compliance,
one test area in Denver received security surveys only, with mo follow-up visits
except for the final compliance check at the end of the test period. This test
area achieved a 31.5 percent compliance rate -- almost precisely equal to the
31.7 percent rate achieved in Multoomah County [Pearson, 198C], under very
similar trearment conditions. Consequently, it can be stated that follow-up
visits resulted ia nearly a doubling (from 31.5 to 59.1 percent) of the CSFT s
measured compliance level.

Third, as for the question of the general effect of prior victimlzation on
compliance, Exhibit 7(a} indicates s definite, though not proagounced, trend.
The 372 uwovictimized (by prior hurg®iry) establishments evidenced a lower com-
pliance rate than either the 33 establishments which had been burglarized once
during the l2-month pretreatment pericd or the 12 estahlishments which had been
burglarized twice during the same period.

Fourth, as summarized iu Exhibit 7(b), compliance is a reasonable proxy
measure for risk reduction or degree of treatment; the treated establishments
had a 77.3 percent compliance level, while the untreated establishments had a
42.4 percent compliance. Exhibit 7(b) highlights another interesting point; 1t
says -- according to the subjective assessment of the Program staff -- that a
42.4 percent compliance level implies non-treatment. Given that the available
information from other security survey programs -= including the Multoomah
Couvnty program --— suggest that their compliance levels, however measured, are
less than 40 percent, one can question whether those programs were actually
"treated".

Fifth, in terms of generalizing the CSFT Program findings, it was obvious
that the costly compliance—embancing activity of follow-up visits rendered the
Program somewhat atypical. However, at issue was whether security surveys with
compliance can result in a decrease in commercial crime, since we already knew
from previous studies that security surveys with limited compliance did not seem
to affect crime. Thus, if the CSFT Program could demonstrate the former result,
then it could have been generalized that security surveys do coustitute an ef-
fective crime prevention approach, provided there is compliance with the survey
recommendar ions. Indeed, this is exactly what the CSFT Program has been able to
demonstrate, together with the observation that the survey recommendatlions must
he arrived at 1in a systematic manmer.
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Compiiarce by Prior Burplary and Burglarv Treatment Status

Average
Number of Burglaries Compliance
ln Pretreatment Period (Percent)

Q (N=372) 57.5%

1 (N=33) 65,9%

2 (Nell) 73.32

3 (N=4) 33.8%2

4 (N=3) 46.7%

5 (N=1) 58.07

8 (N=1) 0.0Z

(a)

Denver

Treated

Untreated

Total

Long Beach

St.

Treated
Untreated
Total

Louis

Treated

Untreated

Total

All Cities

(b3

Treated

Jutreated

Total

Compliance by Prior Burglary

Number of Final
Establish- Compliance
ments (Percent)
69 . 73.6%
76 38.52
145 55.2%
62 859.,9%
63 30, 52
125 58.0%
61 72.8%
95 53.37
156 60.9%
192 77.3%
234 42.43
426 59,17

Compliance by Burglary Treatment Status



C. RECOMMENDATICONS

Based on the findings highlighted in the previous secticn and the current
state of knowledge regarding commercial crime prevention and securlty surveys,
two recommendations are outlined hereio.

1. Development Of A Risk—~Based Security Survey Iostrument Which Would Enbance
The Systematic Development Of Survey Recommendatlons

As noted earlier, our review of the security survey recommendations pointed
tc the fact that they were somewhat incomnsilstent; further, they seemed to lack a
systematic basis. Although it is usually assumed that a security surveyor first
assesses the potential crime problem of an establishment before making recommen—
dations, we observed at times that certain recommendatlons were made
irrespective of what could have been the crime problem; Additionally, avallable
security survey instruments do not provide a process by which purposeful aund

consistent recommendations can be developed; they simply list the possible

recommendations that could be made. In sum, we stroogly recommend the develop-
ment of a security survey instrument which would enhance the systematlc
deve lopment of survey recommendations. Such ao instrument must, we believe,
recognize the explicit "risk" that an establishment faces with respect to a par—
ticular crime of interest. We provide an initial version of such am 1ostrument
in Exhibit 8. It incorporates an explicit risk-to-hurglary assessment step that
is based on a simple =~ yet intuitively satisfying -- risk model that we

developed as part of a self-imposed task to consider risk within the context of
commercial crime prevention [Cabn and Tien, 1983]. A preliminary version of
such a risk model is contained im Appendix I.

OQur risk model recognizes that a crime (in this case, burglary) can be
prevented or mitigated at three possible points during its commission. First, a
burglary attempt may mot even be made if, for example, the would-be burglar
realizes that his or her chance for being detected and apprehended outweighs bis
or her potential gain from the burglary. Thus, good indoor/outdoor lighting or
a guard dog might serve to deter a burglary attempt. Second, even if a burglary
attempt is made, it is still possible to have, for exampile, chicken-wired win-
dows and metal doors which might discourage the would-be burglar or at least
slow his or her progress so that he or she would stand a greater chance of heing
detected and apprehended. Third, even if a burglary atteopt is successful, it
is yet possible to have the valuable items in a strong safe so that the loss
would be minimal, apart from the damage-related cost. These three steps of a
burglary commission can be measured by the following three variables,
respectively: (i) L, the likelihood of a burglary attempt o8O an establishment;
(ii) V, the vulnerability of the establishment to the attempt; and (iii) C, the

cost of the loss associated with a successful attewmpt.

Four comments should be made about the model represented by equation (1.3)
in Appendix I. First, although intuitively gsatisfying, the model represented by

(I.3) is actually a simple version of perhaps a more complex -- and, hopefully,
more realistic -- model. For example, the model assuwmes that the vulnerabilicy
of ao establisbment to any burglary attempt is the same. However, it might be
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more realistic to assume that there is a ''learning process' so that the estap-
lishment becomes less vulnerable with each attempted burglary; im such a case, vV
would be a function of n, the number of burglary attempts per vear. Similarlv,
C could also be a function of n. Another level of complexity might be the
potential! interaction between the variables L, V and C.

Second, irrespective of how simple or unreal the model represented by (I1.3)
might be, it still does provide at least an imitial framework within which sys-
tematic survey recommendations could be developed. Thus, as suggested by the
security survey instrument in Exhibit 8, a security surveyor would first assess
the likelihood, vuloerahility and cost components of risk from a risk-to-
burglary perspective, and then make appropriate recommendatioms. Exhibit 9,
which contains a completed version of page 5 of 8 in Exhibit 8, provides an ex~
ample of a burglary risk assessment as applied to am actual hardware store that
had been surveyed during the conduct of the CSFT. The discussion which follows
is organized according to the three sections in Exhibit 9 -- vulmerabilirty, cost
and likelihood, respectively -- and is intended to explain the rationale behind
the example ratings as well as the concepts which underlie the design of the
form.

¢ Vulonerability to a Burglary Attempt

As the reader can observe, the majority of the risk assessment form 1is
devoted to a premise’s vulnerability to burglary; this 1s consistent with
the focus of a security survey-hased burglary reduction program —=— rhus,
doors, windows, walls, and other access points are emphasized, as they
are designed to prevent a would-be burglar from breaking into the estab-
lishment. Crime prevention experience has demonstrated that lmprovements
in such physical structures can he expected tc have a greater impact om
reducing the risk to hurglary than improvements almed at reducing the
likelihood that a burglary is attempted ia the first place or at reducing
the cost of a successful burglary attempt. In the former instance, 5O
much of the likelihood factor is determined by the prevailing crime rates
that it caanot be immediately impacted by improvements to a particular
estahlishment. In the latter instamce, once a burglar has gained access
to an establishment, cost reductino~based improvements or measures can
have, at best, a limited. impact on the lecsses sustained due to the
removal of valuahles or the associated damages to the premise 1itself.

In examiping the ratings applied to the five exterior doors, we observe
that the composition of the doors ranges from the highly vulnerable glass
front doors (assigoed a "5" ratimg) to the secure metal back dcor
{assigned a2 "1" rating). In between these extremes, we find a solid wood
door (with a "2" rating) that adjoias the neighboring establishment, as
well as a second solid wood door that opens into the side parking area -~
this door would have received a "2 rating but was instead dowagraded to
a "4" by virtue of the high vulnerability presented by the glass window
within the door itself. The size of the window in the dnor and thickness
cf the glass are two key factors which influence 3 door s rating (1.e.,
whether | or 2 points sre deducted).

We further cbserve that the secured interior hinge units were alil judged
to be very solid and therefore assigned a "l" rating for very low
velnerability. Similarly, the door locks were all deadbolts with a
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principally affect the amount of time a burglar might have on the
premises as well as the chance of apprehend 1ng the burglar. In the case
of an address display, the precision with which the report of a burglary
ln progress can identify the address is directly related to the speed of
police response. Additionally, intrusion alarms are considered as
predominantly a cost-related protection, inasmuch as they cannot prevent
a burglar’s access (thereby reducing vulnerability) and, according to
crime prevention experts, rarely deter a burglar from attempting a break~
in. Thus, the sounding of, say, an audible alarm might cause the burglar
to flee the premise sooner and therefore remove fewer valuables, while at
the same time increase the chance of apprehending the burglar. 1In the
bhardware store example, no exterior address display was present, while
the intrusion alarm was found to be inoperative! Thus, both items
received the highest vulnerability rating.

o Likelihood ¢f a Burglary Attemot

Because the lighting cutside the hardware store was so0 pecr, it was the
surveyor s opinion that it was unlikely to deter a prospective burglar
from breaking in. On the other hand, the high barbed wire fencing sur-
round ing a locked parking area and the structure of the building roof
were judged to be a hurglary deterrent, thereby reducing the probability
that a break-in might even be attempted. [Actually, it should be noted
that a burglary is not cowmitted until an attempt is made to enter the
building itself -- simply eatering the grounds is considered
trespassing.]

-

The third comment concerning the risk model is that while the risk model
represented by (1.3) may be mathematically simple and straightforward, applying
the model -- as illustrated in Exhibit 9 ~-- was indeed a difficult task; it
raised some very basic issues. For example, it became obvious that although
likelihood and vulnerahility are probabilistic concepts (and therefore, by con-
vention, measured on a continuous scale between 0 agnd 1) , the security
surveyors, especlally the police officers, were more practiced in making judge-
ments on a discrete scale between | and 5. While a change 1n scale range
presented no prohlem, the discrereness of the measures did mean a lgss of
detail. A1l to 5 scale was also employed for the cost measure. As another ex-
ample, we had to limit the likelihood assessment to that of a single burglary
attempt, inasmuch as the assessment of a distribution of prebabilities would
have been overwhelming, especially given the preliminary nature of our
investigation. Nevertheless, we worked closely with the CSFT staff in im-
Plementing that part of the survey instrument pertaining to (I.3) (i.e., page S
of 8 in Exhibit 8). After a period of lively discussion in which the concepts
of likelihood, vulnerability, cost and risk were introduced and reviewed within
the context of their own experience, the CSFT staff were almost umanimous in
their feeling that an explicit risk assessment should have heen carried out as
part of their imitial survey conduct, although they would have undoubhtedly been
less than enthusiastic about the additional work that would have been required.
Comments such as "although T usually go through a risk assessment in my head,
this instrument would have helped," "I never paid much attention to likelihood
and cost, but I can see that they are important,' and "although not perfect, we
should have used this instrument instead of the other [security survey
instrument],” are encouraging, since they suggest that security survevors are
not averse to using a systematic approach for developing survey recommendations.




Following a quick review of an estahlishment’s file folder, the grantee staff
were able to complete the pretreatment and posttreatment risk assessments in a
few migutes. While they disagreed with a few of the vulnerability*related
guidelines on the instrument, the staff were able to comp lete the instrument
with no difficuley.

Fourth, during our discussions with the CSFT staff, we also raised the issue
of how we might analyze the risk assessment data so that we could obtain overall
measures for L, V¥, C and R for each establishment. In reviewlng Exhihit 9, 1t
is ohvious that there are several ways -- especially in the case of vul-
nerahility —-- of aggregating the detailed assessment ratings 1nto overall
measures. One suggestlon was to take the arithmetic average of all the entries,
which, by implication, would have meant equally welghting all the entries. (In
the case of the assessment detailed in Exhibit 9, this would have resuited 1n
average vulnerability, cost and likelinood measures of 2.3, 3.4, and 2.3,

respectively -~ suggesting low LO moderate levels of vulnerability and
likelihood, coupled with a moderate to high expected cost.] Another suggestion
was to arithmetically weight the detailed entries within a category (i.e., ex~

tericr doors, windows, walls and other exterior access points) and then to apply
different weights to the categories before aggregating the measures; however,
there was no general agreemenC as to what those weights should be. A third
vulnerahility-related suggestion was based on a "weakest link" approach, whereby
the largest of all the vulonerahility ratings within each category and hetween
categories should be retained as 1t would reflect the weakest link. Although it
made good sedse, this approach would have effectively resulted in nearly all the
establishments having the highest (i.e., a 5) vulnerability rating, since there
is usually at least ocDe weak link 1o a-establishment. [Indeed, such would have
heen the result io the case of the sample assessment in Exhibit 9,] Many other
suggestions and thought-provoking 1deas were brought up in these discussions.
In the end, given the preliminary nature of our analysis, we decided to employ
the simple arithmetic averaging scheme and we correlated the risk assessment
results with the actual burglary statistics. As detailed io the Final Report
(Cahn and Tien, 1983), a relatively poor correlation was ohtained, due toO
several possible reasons: (i) the risk model, as applied (incliuding the assess-
ment of the likelihcod of only ome burglary attempt}, was inadequate; (ii) the
simple arithmetic averaging procedure used to aggregate the risk assessmeDCS was
inadequate; or (iii) the risk model itself was inadequate. We suspect all three
reasons and recommend that this preliminary risk model be further developed,
evaluated, aund igcorporated into an appropriate security survey instrument,
together with a "how to" manual.

2, Cgpduct Of Additional Evaluations of Security Survey Programs And
Development Of A Traipning Manual On The Conduct Of Security Survevs

A parallel and, indeed, complementary recommendation to Che above recommen~
dation of developing a risk-based security survey ipstrument, 1s LO conduct
additional evaluatioms of gecurity survey programs in which such an instrument
is employed and then to develop a trainoilng manual on the conduct of securlty
surveys.

In regard to the conduct of additiomal evaluations, we would suggest uslng
the split—area design in a prospective manner, that is, the "rreated” busipDess
establishments are randomly celected in each test atTea prior to progran
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implementation. The treated establishments might be subjected to a risk-based
security survey with a heavy emphasis on compliance, while the untreated estab-
lishments might eitber receive no security surveys or be subjected tc 2
traditional survey {in which neither the systematic development of survey recom”
mendations nor the compliance with survey recommend atlons are emphasized). Our
recommendation that several evaluations be undertaken 1is hased om the recogni-
tion that each evaluation yields but one data point; a number of data points are
required before a sound judgement can he made. In this veln, we would also
recommend that additional data be collected from the three CSFT Program cities
ta see if the longer term impacts sustain our earlier findiags; again, this
would be an importaunt exercise, given the positive Denver findings for the ex~—

teuded 2l-month evaluation period.

Iz regard to developing a training mapual, we would suggest that it be writ-
ten by a police training specialist for use by police officers and other
security personnel. The manual should ioclude a ready-to-use, risk-based
security survey instrument, and it should clearly indicate how to use the 1n-
strument im the coanduct of a security survey. The lioks between risk
assessments and survey recommendations should be clearly identified and
emphasized. Finally, the manual should be disseminated to all police depart-
ments and private organizations which are engaged Lo the conduct of security
surveys; further, it should serve as a text in law enforcement curriculums, in—

cluding those at the National Crime Preventilon Institute and the Texas Crime
Prevention lImstitute.
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APPENDIX I

A Preliminary Model for Assessing A Commercial
Establishment’s Risk-to-Burglary

To begin, the following three variables are defined:

(i) Likelihood [L{n)]: probability that n burglary attempts will be made
in, $ay, a one year period.

(1i) Vulperability [V]: probability that, given a burglary attempt, the
attempt wil!l be successful.

(111) Cost [C]: average cost or loss, given that a burglary attempC 1S
successful.

Mathematically, it can he shown that the expected number of attempted burglaries
per year 1is equal to:

E [Attempred Burglaries| = E nk{c) (1.1
Similarly, the expected number of successfulnburglary attempts per year is equal
to:

E [Successful Burglaries] = n;O nl(n)Vv (1.2}
The risk-to-hurglary -—- R -- can then be defined as the expected cost or loss
due to all successful burglaries per year; that is, it cao be shown to be equal
Lo:

el

R = E [Burglary-Related Cost] = 120 aL{n)VvC (1.3)
In sum, a c¢rime prevention effort would attempt to minimize the risk to burglary
by ilmplementing strategies which would decrease either L, or Vv, or C, or any
combination of the three; for example, an intrusion alarm might 1mpact all three
risk components.

It should be recognized that (I.3) is for a single establishmenc.
Obvicusly, in a group of, say, J establishments, each individual establishment,
j, 1s unique and would therefore possess unique L{m,j), V(j) and C(j) values, as
well as a unigque risk measure equal to:

R(j) = =

nsg nL{n,j) V{3) <(3) (I.4)

For a group of establishments, we could also define average (i.e., expected or
mean) values for the risk-related parameters, namely:

_ J

L{n) = jil L(n,j)/J, {(I1.5)

_ J

v = j;I viiNa, (1.6)

_ J

C = ‘El C(33/J, and (1.7)
=

. J

R = jil nio aL(n,j) v(j) Cc(;3/d (1.8



APPENDIX L1

A Statistical Model for the Split-Area Des1igm

Te begin, the model assumptions are:

1. A single selection measure X (i.e., pretreatrment crime rate)
2. A single impact measure ¥ (i.e., posttreatment crime rate)

3. Two groups: j = ¢t (treated), u (untreated)

4. A treatment Z., where 2. = {?’ 1 i g
i ] 1, 1=t

~

[

5. A disturbance or eTror term e, which 15 uncorrelated with other measures

and possesses an expected value of zero.

6. A linear causal relationship between Yij and Xij; that 1is,

v . =a+bZ, +c. (X .~ X..) + e.. (T1.1)
1] ] ] 13 1]
where
Yij = value of impact measure for test unit i in group
Kij = value of selection measuTé for test unit i in group ]
eij = value of error agsociated with test gnit i 1o group b
Zj = value (i.e., presence) of creatment in group ]
X.. = xij averaged over both 1 and j (i.e., the "grand mean')

ln the above expressioa, it should be noted that (i) b reflects the (net) impact

of the treatment OT intervention; (ii) Cj = () reflects the presence of a selec—

tion regression artifact interaction threat to validity, and (iii) ¢

c
t

raflects the presence of a selection~intervent 10D iateraction threat to

validity.

Tn deriviang the impact b, let us first find

]

7. = E{Y. . ij=u] = a + BE[Z ] + ¢ (. -%..) + Ele ]
u 1] u u u 1

a + c (X, =K..)
u u

Similarly,

Y

(=]




7. ] a + bE[Z 1 + ¢ (XK. -X..) + Ele. ]
t 1] L t t 1t

M
[}
™
4
o
f
[ad
it

a+b+ ¢ (X. -X..) (11.3)
t t

subrracting (I1T.2) from (II.3) and solving for b, we have:

% %
b =Y. -Y. (11.4)
t u
where
5 =Y. - (K. K. (11.5)
Y't =Y. ct K.t - II.
and
—-% — - -
¥, =Y. -¢ (X. -%..) (11.6)
Q u u u

The above expressions can perhaps be best understoocd by a graphical presen—
cation, as contained in Exhibit 10. The b displayed in the exhibit is actually

the impact of the intervention on a test umit with X.. as its selection measure.

In general, for a test unit with a different selection measure =~ say Xa—— ve
have
, ~* —%
piX = Y. |X -Y. [X (11.7)
a t a u a
where
—* - -
¥. !z =7%. -c (X. -X (11.8)
t a t t [ §
and
- — -
§. |x =Y. -c¢ (Z. -X ) (11.9)
u a u u u a
It can also be seen from Exhibit 10 that if Ct:cu’ then biXa = biX.. = b; that

is, the impact of the intervent ion or treatment is the same for all test umits,

even if they possess different selection measure values. Further, if X.. = X'u=

.. (i.e., the two groups are equivalent), thenm, as expected, b is simply equal

to (Y. -Y. J.
t u
Finally, in order O determine if thbe impact b is statistically significant,

we must conduct a t-test of the difference between two sample meaus with the

—k -k
null hypothesis being "b = Y't_Y'u = 0" apnd, if it is desirable for the impact

o be negative (i.e., a decrease in crime rate), the alternative hypothesis

: : I ¥ ¥ ' Lpl . ;
being 'b = Y.t - Y.u <0." More specifically, assuming T toral treated units,

1
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. o R N
total untreated units, and a pooled sample standard deviation of S(Y;t-Yiuf, the
t-statistic 1s equal to

L e ¥ 1/2
t~statistic = {¥. =Y. }/s(¥Y* - ¥+ )(1/T + 1/U0) {11.10)
t u 1t 1u

with (T + U - 2) degrees of freedom. The pooled sample standard deviation 1is

equal to
*
.. anstal) s wenstal )] e
s(¥. . - Y. - T 0 - 2 (11.11)
where
T
s?(y¥ ) = s (T - T )%/ (t-1) (11.12)
it 15171t t '
and
2, * v * % 2 .
s(y. ) = £, (Y. =Y. ) /(u-1) (11.13)
iu i=1""1u u

and, from (II.5) and (II.5),

* o .

Y . =Y. .-c.(X, .-X..) for j = ¢t,u (11.14)

1] 1] ] 1]
[It should, of course, be noted that in the above computations, the Yij and the
X.. variables are measured, while all other variables are derived.] Now, assum-
ing a Type I error or level of significance of o = 0.05, then we would undertake
a one-sided test and would "accept" or mot reject the altermate hypothesis that
b < 0 if the t-statistic value in (II.10) is less than (—to 05) with (T+0-2) de~
grees of freedom. Obviously, if (T+U-2)>30 (which is typically the case im this
study), then the t-test becomes a z-test, which employs the unit normal
distribution. Ia particular, we would "accept" the alterpate hypothesis that

b < 0, if the computed z -- as computed by (11.10) -- is less than “24 .05

1.64.

.

Fimally, it should be noted that the above split-area model can be appliEd
to maay situaticus where there are two -— including experimental and control -~
groups, ooe deemed treated and the other not. Further, the one-selectiold

measure model developed herein can be straightforwardly extended to the case of

several selection measures.
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